1. *Betreibt das Unternehmen ein Informationssicherheits-Management-System (ISMS)?*
2. *Betreibt das Unternehmen ein Cyber Security Management System (CSMS)?*
3. *Betreibt das Unternehmen ein Software Update Management System (SUMS)?*
4. *Bestehen für diese(s) System(e) eine Zertifizierung, zum Beispiel nach ISO 21434*  
    *oder eine Prüfung nach den Anforderungen des Kraftfahrtbundesamtes (KBA)?*
5. *Existiert im Unternehmen ein benannter Cyber Security Manager?*
6. *Wie werden die Mitarbeiter über die Gefahren beim Umgang mit cyber-security*  
    *relevanten Informationen und deren Verarbeitung informiert? (Schulungen,*  
    *Informationstage o.ä.)*
7. *Werden Mitarbeiter geschult und sensibilisiert? (hinsichtlich Cyber Security)*
8. *Wurde eine TARA (Threat and Risk Analysis) für die Produkte/Komponenten*  
    *durchgeführt nach ISO 21434 und werden die erkannten Risiken entsprechend*  
    *behandelt?*
9. *Wird vor Auftragsvergabe an Fremdfirmen die Cyber Security der Auftragnehmer*  
    *geprüft und sichergestellt?*
10. *Wie wird die Geheimhaltung bei der Zusammenarbeit mit Fremdfirmen sichergestellt?*
11. *Werden interne Audits zur Überprüfung der Cyber Security durchgeführt?*
12. *Existiert eine Zutrittssteuerung in Ihrem Unternehmen?*